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Abstract of the contribution: It is proposed to describe the eLCS architecture model used to support location services for non-3GPP access according to the conclusion part of TR 23.731.
Discussion
According to the conclusions for KI#12 and KI#14 in eLCS (TR 23.731), Solution 13 provides acceptable support in normative work phase. So in this document, it is proposed to translate the architecture of Solution 13 to the normative work according to related conclusions.
Proposal
It is proposed to agree the following changes to TS 23.273.
* * * * Start of 1st Changes * * * * 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]
3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".
[x]
3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[x]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[x]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[x]
3GPP TS 36.305: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Stage 2 functional specification of User Equipment (UE) positioning in E-UTRAN".
[x]
3GPP TS 36.355: "Evolved Universal Terrestrial Radio Access (E-UTRA); Stage 2 LTE Positioning Protocol (LPP)".
[x]
3GPP TS 38.455: "NR Positioning Protocol A (NRPPa)".
* * * * End of 1st Change * * * *
* * * * Start of 2nd Change * * * * 
4
Architecture Model and Concepts

4.1
General Concepts

4.2
Architectural Reference Model

4.3
Functional description of LCS per network function
4.4
Reference Point to Support Location Services
4.5
Service Based Interfaces to Support Location Services
4.x
Support of LCS for non-3GPP access
4.x.1
General Concepts to Support LCS for Non-3GPP Access
In this Release of the specification, the 5G Core Network supports location services of the UE via non-3GPP access networks, e.g. WLAN access.
· For untrusted non-3GPP access, which the architecture and network functions directly connected to, are same as defined in TS 23.501[x] clause 4.2.8, and LMF can use obtain location information (described in clause 5.3.1), from the N3IWF via NRPPa protocol (described in TS 38.455[x]) or from UE via LPP protocol (described in TS 36.355[x]).
· For trusted non-3GPP access, which the architecture and network functions directly connected to, are same as defined in TS 23.316[x] clause x.x.x, and LMF can use obtain location information (described in clause 5.3.1), from the TNGF via NRPPa protocol (described in TS 38.455[x]) or from UE via LPP protocol (described in TS 36.355[x]).
When UE accesses the 5GC via the 3GPP access and non-3GPP access simultaneously, access type selection for LCS service shall be performed and the procedures are specified in clause 5.3.2.
4.x.2
Architecture Reference Model for Non-3GPP Accesses
Figure 4.x.2-1 shows the general arrangement of the location service feature in non-3GPP access scenarios. This illustrates, generally, the architecture and the network functions directly connected to non-3GPP accesses, including trusted non-3GPP access and untrusted non-3GPP access.
Moreover, the other parts of the architecture (e.g. LMF and related interfaces) are the same as defined in clause 4.2 of this specification.
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Figure 4.x.2-1: General arrangement of LCS for non-3GPP access

NOTE 1: The reference architecture in figure 4.x.2-1 supports service based interfaces for AMF, SMF and other NFs not represented in the figure.
NOTE 2: In the Release of this specification, the two N2 instances and two N3 instances in Figure 4.x.2-1 can’t exist simultaneously which means a UE can’t connect to the same 5GC Core Network over untrusted non-3GPP and trusted non-3GPP access.
NOTE 3: The reference architecture in figure 4.x.2-1 only shows the interfaces and related NFs of trusted or untrusted non-3GPP access.
NOTE 4: The location service feature for untrusted non-3GPP access supports both non-roaming and roaming scenarios not represented in the figure, more details can refer to clause 4.2.8.2 of TS 23.501[x].
NOTE 5: The location service feature for trusted non-3GPP access supports both non-roaming and roaming scenarios not represented in the figure, more details can refer to clause x.x.x.x of TS 23.316[x].
4.x.3
Non-3GPP Access Reference Points
The description of the reference points specific for the non-3GPP access:

N2, N3, N4, N6: these are defined in clause 4.4.

Y1
Reference point between the UE and the untrusted non-3GPP access (e.g. WLAN). This depends on the untrusted non-3GPP access technology and is outside the scope of 3GPP.

Y2
Reference point between the untrusted non-3GPP access and the N3IWF for the transport of NWu traffic.

NWu
Reference point between the UE and N3IWF for establishing secure tunnel(s) between the UE and N3IWF so that control-plane and user-plane exchanged between the UE and the 5G Core Network is transferred securely over untrusted non-3GPP access.

Yt
Reference point between the UE and the trusted non-3GPP access (e.g. WLAN). This depends on the trusted non-3GPP access technology and is outside the scope of 3GPP.
NWt
Reference point between the UE and the TNGF for establishing secure tunnel(s) between the UE and TNGF so that control-plane and user-plane exchanged between the UE and the 5G Core Network is transferred securely over trusted non-3GPP access.
* * * * End of 2nd Change * * * *
* * * * Start of 3rd Change * * * * 
5
High Level Features
5.1
LMF Selection
5.2
3GPP access specific aspects
5.3
Non-3GPP Access Specific Aspects
5.3.1
Location Information for Non-3GPP Access

If the UE only registered to non-3GPP access, following information can be regarded as UE location information:

Table 5.3.1-1: Supported UE location information of non-3GPP access

	
	Untrusted non-3GPP Access
	Trusted non-3GPP Access

	UE Side
	UE local IP address,

In case of WLAN access, BSSID of the attached AP or BSSID of detected AP,

Civic address and/or geospatial location information (NOTE 1, NOTE 5, NOTE 6).
	Same as Untrusted non-3GPP Access

	N3IWF Side
	UE local IP address and optionally UDP or TCP source port (NOTE 2)
	UE local IP address and optionally UDP or TCP source port (NOTE 2),

Line identifier of the access point to which the UE is attached (NOTE 7)

	AMF Side
	UE local IP address and optionally UDP source port (NOTE 3).

Last known 3GPP access User Location Info (NOTE 4).
	UE local IP address and optionally UDP source port (NOTE 3).

Last known 3GPP access User Location Info (NOTE 4).
Line identifier of the access point to which the UE is attached (NOTE 7)

	NOTE 1:
In case of WLAN access, the UE may retrieve its location from a WLAN AP, prior or after association with the AP, requesting the Civic Location ANQP element, the Geospatial Location ANQP element or both as specified in IEEE Std 802.11-2012, using ANQP procedures described in HS2.0 Rel 2 specification.

NOTE 2:
More details can refer to TS 23.501 [x] clause 5.6.2.

NOTE 3:
This location information can be provided by location change event, more details can refer to TS 23.502 [x] clause 5.2.2.3.1.

NOTE 4:
This location information is also named as Last known Cell-Id, more details can refer to TS 23.501 [x] clause 5.6.2.

NOTE 5:
Geospatial location information can be obtained if UE (e.g. laptop) has installed GNSS receiver, i.e. GPS.

NOTE 6:
Some Applications (e.g. Google Map) may map the WiFi AP's BSSID with the geospatial locations obtain through GPS when the UE switch on the GPS and WiFi simultaneously. When another UE detect the same AP, the Application will send the geospatial locations to the UE. Thus the UE obtain the geospatial locations even without switch on the GPS. If the Application map the geospatial locations to civic address, the UE can also obtain the civic address.
NOTE 7:  Since AAA interface exists between TNAP and TNGF in trusted non-3GPP access network, TNGF or core network function (e.g. AMF) can obtain Line ID (Logical Access ID see ETSI ES 282 004). More information on trusted non-3GPP access network can refer to TS 23.316[x].


If the UE registered to 3GPP access and non-3GPP access simultaneously, following information can be regarded as UE location information:

-
All location information when the UE only registered to non-3GPP access,

-
All location information when the UE only registered to 3GPP access, more details can refer to TS 36.305 [x].

For the 3GPP access, LMF can obtain location measurements or location estimate from a UE via LPP protocol specified in TS 36.355 [x], and can also obtain location related information from NG-RAN via NRPPa protocol specified in TS 38.455 [x].

For the non-3GPP access, similar as the 3GPP access scenarios, the LMF can also obtain location measurements or location estimate from a UE via LPP protocol, and obtain location related information from N3IWF or TNGF via NRPPa protocol.

NOTE :
Both LPP protocol and NRPPa protocol should be enhanced to support non-3GPP location signaling procedure, but it belongs to RAN WG3 work scope.

5.3.2
Access Type Selection for LCS Service
The 5G Access Network comprising a NG-RAN and/or non-3GPP AN connecting to a 5GC core network. 
Within the NG RAN, one or more following options are supported, e.g. standalone NR, NR is the anchor with E-UTRA extensions, standalone E-UTRA, E-UTRA is the anchor with NR extensions. For Non-3GPP AN, 5GC supports untrusted non-3GPP access, trusted non-3GPP access and so on.
When a UE accesses 5GC via 3GPP access and non-3GPP access simultaneously, or more options were deployed in NG-RAN, which radio access is used for LCS and performing positioning shall be chosen.
When LPP protocol used, AMF shall determine which access node should be chosen to transmit the location information by considering the access type(s) and/or the CM state per access type.
When a UE is served by the same PLMN or different PLMNs via 3GPP and non-3GPP access simultaneously, the LMF supports the following functionalities:

· Shall determine the positioning methods by considering the UE/network position capacity, position QoS requirement, the access type(s) and/or the CM state per access type, and the access type(s) if received from H-GMLC that request to perform Positioning procedures.
· Shall determine which access node should be chosen to transmit the location information when obtaining location related information when NRPPa protocol used.
· May override the access type received from H-GMLC and determine to obtain location information from the other access type.
When a UE is served by different PLMNs via 3GPP and non-3GPP access simultaneously, the H-GMLC supports the following functionalities for MT-LR scenarios:
· Shall query UDM for target UE information (e.g. serving AMF addresses) and use returned information from UDM and local policy to select one access type, i.e. one which AMF, to continue this location request. 
· If the positioning result can meet the QoS requirement, the H-GMLC return the positioning result to LCS client directly. Otherwise, the H-GMLC may request the other PLMN to perform positioning procedures.
NOTE : If the positioning result from the other PLMN can meet the QoS requirement, the H-GMLC returns it to the LCS client; Otherwise, the H-GMLC returns final location service response without including any positioning result.
For MO-LR scenarios when UE is served by the different PLMNs via 3GPP and non-3GPP access simultaneously, which PLMN/access type shall be chosen to performing MO-LR procedures is up to UE's implementation.

For NI-LR scenarios when UE is served by the different PLMNs via 3GPP and non-3GPP access simultaneously, the AMF and the LMF of each PLMN are responsible for access node/type selection for LPP protocol and NRPPa protocol respectively.
* * * * End of 3rd Change * * * *
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